@ b A A (R A k3]
BOC Credit Card (International) Ltd.

AREDN5R(E AR EOREE T

RIS AR (B AIRATCFIR T RAR ) ) —EIFs BB - RIS FHH AR
JE > - IR R SR IR RS R + TR B ACE AL -
SR - RELAE | IR A FHRARAE |

THESENE 1 - A ERFR

1 5eE TS IREE ) ThAE

2. EER AW LR RS IR
3. HEH RS FFR AR

DL EAEHEE AT USRI R R A R PR 2R ~ BT A R SR — (T e R A =P I
FHpafet s -

KBS HRE IRl FER A B AR B R TR TR0 T S8 ) APP ¥ T 48 b R di RS
(RS ) DHREIRARE - B NS ARG a(EHEHE -

it - HHTIEHIREE » AL FF I BRI TIE— 71T NG EHEEFIAEE ) (%) -

FHEFERL 2 ~ TR BRIE

L BEHRREEEIRE > EEE R A LIRS HH — RS T 56 - 55/
KRGS WA - XS] KSR ERE > BEBEATETIRSMEE - 40F
B > FET R S5 » WL RIS -

2. HEBBARGIENTAL S S AVERE PR EGRBEI MBI T F " (g TR
#H ) - REEHRZ PN REREE R SR T TSR TREIRE = © 28, APP J#E -

FHERFER 3 - BRI ZER

L LMER-RETHE EHIR - BERS - B REFRES TR - S o EhE R 5
N e wa/ VOIS SR - AR E R - KGR XSS EES o ERRERTETRI
ZHHE - AR > BT SRR o AT EEE RIS -

2. B T ERRIIR - BRI ERSIT(E I 2H_EIR SR E FIBRER - Mg s+
P EA -

E
L T ERIERSIASRS ) fafr AR AT H (5 F-REIPRAE SRS P 4R e 2 S B S » DURELES
B~ EEEEEETIE S - IWERD N EMEAHE LEE - GEHEERE - PRS- FFRAFLR
EARETZR G RN SRR &GERER ) L RAFEEIEARAE A E S B RE L ER
SR G ZAE M G B -
2. TEEFR, ZEEEE:
a. [SFREBRIIRERIIE - AT EIRFRER Sl ek £ -



@ L RAUEAT ESE N TN
BOC Credit Card (International) Ltd.

b. FEEE H FAERISERE 60 F - 40E 60 I AIBARARE - FER (RIS - RIS B e R RS
- A0S A ST T (T SRS P I IR S IR S B - SRR R E
712 PR HINESERS » AR BRTS - AT B TR BT TR - SRR R R T DL R %
25 -
C. AL B R CO7) - 3% FIFSE 8988 9933 -
d. BT EF0 FI-RR SR BSR4 P REREOH B R » A0S S I R AR A 5 » HEE0E
8988 9958 °

3. R AT BT R - AT ST -

4 FRNERBEERERF  BARORLA R R AR - REmERTS Rsa— X
VERSTE) - SR/QWS-/A F SIS A - BT TS A R AL/ RS - R R B SR A RIS
WA SERTEA 5 5 R SR 35 -

WHE > FFR AR E AR BP0 2R 8988 9933 -

FEREH R EFR AR AE



@ b A A (R A k3]
BOC Credit Card (International) Ltd.

Strengthening Credit Card Customer Protection Measure

At BOC Credit Card (International) Limited Company (hereby “Card Company” ), we make
1t our priority to safeguard your interest. That i1s why we continually enhance our
credit card security measures so you can spend safely and avoid ever-evolving fraud
methods. Here are some features that help you enjoy a more secure and personalized
experience. Gentle reminders! Stay updated with alerts from Card Company. Don’ t wait
until your assets are compromised.

Featurel - Self-service Card Account Management

1. Set up the “Over-the-limit Facility” function.

2. Adjust your Monthly Online and Card-Not-Present Spending' Limits.
3. Apply for Credit Limit Adjustment.

For any application, you can contact the Customer Service Hotline or visit the any
branch of Tai Fung Bank and Card Company Macau Office.

Tai Fung Credit Card customers can set up the “Over-the-limit Facility’ function or
reduce the Credit Limit at any time through the Tai Fung Bank s Mobile Banking APP "
Tai Fung Pay”

Note: [f you want to increase the credit limit, you must visit any branch of Tai Fung Bank and
signed the ‘Letter of Consent for Personal Credit Report” (if needed).

Feature2 - Enhanced Transaction Security Features

1. When conducting online purchases with your credit card at merchants, you can verify
the transaction through receive one-time passwords via SMS. Please carefully check the
transaction details such as merchant name, transaction category, transaction category,
transaction amount and currency. Be sure the details match the actual transactions. If
you have any doubts, please do not proceed with the verification and contact us
immediately.

2. If you 1dentify any unauthorized transactions, please contact us through Customer
Service Hotline to lock your card’(and unlock it thereafter)immediately, Tai Fung
Credit Card customers can also do it at any time through the Tai Fung Bank’ s Mobile
Banking APP " Tai Fung Pay”

Feature3 - High-Risk Transaction Alerts
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1. You will receive transaction alerts based on the transaction situation for online
transactions, high-risk transactions and card binding to new mobile payment tools.
Please carefully check the transaction details, such as merchant name, transaction
category, transaction date, transaction amount and currency to ensure they match your
actual transactions. If you have any doubts, please contact us 1mmediately.

2. To keep you informed about your card usage, you will receive notifications via SMS’
approaches or exceeds the credit limit.

Note:
1. “Online and Card-Not-Present Transactions  refers to transactions conducted online by a
cardholder with online purchase category merchants defined by credit card international
organisations from time to time, as well as mail, telephone or fax order transactions with a
cardholder and a card being presented at any point (whether at or subsequent to the time of a
transaction) and any transaction or spending as the Company may at 1ts absolute discretion
determine from time to time to be excluded as Eligible Online and Card-Not-Present Transactions.
2. Notice of Lock Card:
a. Once the credit card blocking function is enabled, all real-time authorized transactions will be temporarily blocked.
b. Your credit card will be temporarily blocked for 60 days. If it has not been unlocked after 60 days, for security reasons, we
will automatically replace your credit card with a new one. If the credit card account has registered mobile payment function
or authorized merchants to debit the credit card account (e.g. Automatic payment, etc.), you have to update your respective
service provider your new card number. If you have pre-set any bill payment(s) with old card number, please arrange it with
your new card number after receiving your replacement card.
c. If you need to block the supplementary card (if any), please call Customer Service Hotline: 8988 9933.
d. Temporarily blocking a credit card does not mean reporting the loss of the credit card or canceling the credit card account.
If you find any unauthorized transaction made by your Credit Card, report to us immediately at 8988 9958.
3. If you have not registered a valid Macau mobile phone number with Card Company, you may not
receive relevant notifications.
4. If a cardholder fails to take reasonable care to keep his/her credit card, personal information
and payment card credentials (including card number, expiry date, CVC code, SMS one-time password),
or ignores Card Company’ s transaction notifications, in accordance with the credit card agreement
/ credit card user agreement, terms and conditions, important notice and Conditions for Services,
the cardholder may be liable for the transactions and losses.

For enquiries, please contact our Customer Service Hotline (853) 8988 9933 within
office hours.

BOC Credit Card (International) Limited Company



